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•PG Cert Behavioural Forensic Psychology Online Child Sex Offenders

•25 years Detective Sgt

•Computer/mobile phone forensics 

•15 years Cyber and Child Protection

•2 years working at CEOP (Child Exploitation Online Protection National 

Crime Agency)

•Cyber Security Protect and Prevent Officer 

•Governor of local schools

•Mum of two

•Presented to the LSCB in 2012…..



Every child is a blank canvas when its born and its the people,

relationships and life experiences that contribute to your wellbeing and

success.

“The implications are huge: as adults we can change, we can clutch our fates

from predetermined destiny, as parents we can radically alter the trajectory

of our children’s lives, and as a society we could largely eradicate criminality and poverty.”

‘Not in your genes’ 2016  author Oliver James
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• www.thinkyouknow.co.uk

• www.getsafeonline.org

• www.nspcc.org

• www.gov.uk

http://www.northamptonshirescb.org.uk/about-northamptonshire-safeguarding-children-board/events/
http://www.getsafeonline.org/
http://www.nspcc.org/
http://www.nspcc.org/


Schools Community Safety Activity 

*

*

*

*

*

*







1. Before you allow your child to have any device such as a mobile phone/tablet, think about their age; are they able/ ready to understand.  If not, delay until 
they are.

2. http://www.thinuknow.co.uk/parents/ and www.thinuknow.co.uk/parents/ are the police endorsed online safety resource where you can get accurate 
information and updates, be sure to check them regularly for new threats and changes.  Talk to your children abou the advice on Get Safe Online and 
ThinkuKnow, read the website together.

3. Ensure you have a copy of their account details such as username, email and their passwords, and check the access and contents regularly.  Most social 
media sites have age restrictions (13 and upwards, check and research before allowing them to join).

4. Help your child to create their email and usernames – ensure they don’t give out private information in the name ((such as age/location/full name) and are 
appropriate for long term use when they become adults

5. Passwords should be made of three random words (including upper/lower case words and numbers if required).  Teach your children the importance of 
privacy and not sharing this information with others.  (Passwords should be treated like a tooth brush, you don’t share with others and you change them 
regularly!)

6. Use parental control software (many ISPs like British Telecom or Virgin may provide it free, check with yours).  Ensure it is regularly update and check it’s 
working effectively.  (Research products via search engines such as Google or Bing)

7. Do not allow your child access to webcam/Facetime in bedrooms or in private – ensure webcams have covers on them when not in use, you can use a piece 
of tape or buy a specific webcam cover.  Look at who your child is speaking to and ensure your child understands stranger danger especially when they are 
at home as this is when they are more likely to feel secure and are less likely to recognise danger.

8. Online games have age restrictions to help protect children, ensure that your child only has access to age appropriate games and other online material.

9. Ensure you are a friend or follower of your child on any social media accounts.  Enforce “family rules” ie “Would you want Mum / Nan / everyone to read or 
see that post / picture?  If not, don’t post it” and ensure you discuss regularly

10. Ask your child if they know where they can get help quickly if something 
happens online, you can compare it to knowing when to call 999 but online –
clickceop/childline/police/teachers and be sure to reinforce the message “it’s 
never too late to tell and that it’s not your fault if something happens”

http://www.thinuknow.co.uk/parents/
http://www.thinuknow.co.uk/parents/
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Stop Stereotyping





Thank you

Any Questions?

carole.walton@northants.pnn.police.uk



Simon Aston 

Online Safety Officer 

Northamptonshire County 

Council 
“Somewhere we 

lost sight of  

‘good enough’ 

and started to 

want 

‘exceptional’ all 

of  the time”
NCCcybersafe



What’s the problem…?



How do 

you 

challenge 

sexting? 





Digital 5 A Day 

NCCcybersafe





Questions
E-mail: 

e-safety@northamptonshire.gov.uk

http://www.google.co.uk/url?url=http://www.eci.com/cloudforum/cloud-provider-questions.html&rct=j&frm=1&q=&esrc=s&sa=U&ei=FUE1VImUI8yf7gbBzYGoBw&ved=0CCwQ9QEwCw&usg=AFQjCNEB5Cfg5JX9rfrQnYNjD-wyiaecTQ
http://www.google.co.uk/url?url=http://www.eci.com/cloudforum/cloud-provider-questions.html&rct=j&frm=1&q=&esrc=s&sa=U&ei=FUE1VImUI8yf7gbBzYGoBw&ved=0CCwQ9QEwCw&usg=AFQjCNEB5Cfg5JX9rfrQnYNjD-wyiaecTQ

