	Bullying
	Top of Form

Bottom of Form


[bookmark: top]RELATED CHAPTER
See also the guidance chapter on Child Abuse and Information Communication Technology Procedure.
AMENDMENT
This chapter has been updated in January 2015 and Section 5, Cyber bullying particularly, it is advisable to read the chapter in full.
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1. Definition
The Department  for Education (DfE) defines bullying as "behaviour by an individual or group, usually repeated over time, that intentionally hurts another individual or group either physically or emotionally".
Bullying involve an abuse of power and is often repeated over a period of time, where it is difficult for those bullied to defend themselves.
It can be inflicted on a child by another child or an adult and is often motivated by prejudice against particular groups, for example on grounds of race, religion, gender, sexual orientation, or because a child is adopted or has caring responsibilities.
It can take many forms, but the four main types are:
· Physical - for example, hitting, kicking, shoving, theft;
· Verbal - for example, threats, name calling, racist or homophobic remarks;
· Emotional - for example, isolating an individual from activities/games and the social acceptance of their peer group;
· Cyber bullying - the misuse of new technology to bully others - for example, bullying via text messages or the internet.
Bullying often starts with apparently trivial events such as teasing and name calling which nevertheless rely on an abuse of power. Such abuses of power, if left unchallenged, can lead to more serious forms of abuse, such as domestic abuse, racial attacks and sexual offences.
It is important not to label children. The terms victim and bully can imply a permanence and resistance to change. Any child can become a target in certain contexts and children use bullying behaviours for a variety of reasons.
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2. The Child
2.1 The Child Victim
Any child may be bullied, but bullying often occurs if a child has been identified in some ways as vulnerable, different or inclined to spend more time on his or her own. Bullying may be fuelled by prejudice - racial, religious, homophobic and against children with special education needs or disabilities or who are perceived as different in some way. In cases of sexist, sexual and transphobic bullying, schools must always consider whether safeguarding processes need to be followed. This is because of the potential seriousness of violence (including sexual violence) that these forms of bullying is characterised through inappropriate sexual behaviour. It is important for schools to consider whether to apply safeguarding procedures both to young people being bullied and to perpetrators. Young people being bullied may need to be protected from the child or young person engaging in bullying behaviour using safeguarding processes.
Children living away from home are particularly vulnerable to bullying and abuse by their peers - see also Children Living Away from Home Procedure.
The damage inflicted by bullying can often be underestimated. It can cause considerable distress to children, to the extent that it affects their health and development or, at the extreme, causes them Significant Harm including self-harm and even suicide.
Children are often held back from telling anyone about their experience either by threats or a feeling that nothing can change their situation.
Parents, carers and agencies need to be alert to any changes in behaviour such as refusing to attend school or a particular place or activity, or becoming withdrawn and isolated. Parents should be provided with information as what they should do if they are worried that their child is being bullied - i.e. where they can obtain advice and support including keeping safe on the internet (see Section 6, Anti-Bullying Resource List). 
2.2 The Child Exhibiting Bullying Behaviour
Children who bully have often been bullied themselves and/or suffered considerable disruption in their own lives, but bullying may occur because the child is unhappy, jealous or lacking in confidence. 
Work with children who bully, including those who sexually offend, should recognise that they are likely to have significant needs themselves and may have suffered, or be likely to suffer, Significant Harm as well as posing a risk to other children. If so, the Abuse by Children and Young People Procedure should be followed. 
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3. Action and Prevention
All settings in which children are provided with services or are living away from home should have a policy in place to address bullying and rigorously enforced anti-bullying strategies. Young People should be involved in developing this if it is to be effective. This policy must be reviewed annually. 
This includes schools as well as all youth clubs and all other children’s organisations where the anti bullying strategies should be rigorously enforced.
· A sense of community will be achieved only if organisations take seriously behaviour which upsets children;
· Promotion of all children within the setting counters isolation of individuals by others, nurtures friendships between children and, where it is a residential setting, supports them to adapt to their living arrangements;
· Support should be offered to children for whom English is not their first language to communicate needs and concerns. Those with special educational needs or disabilities may need extra support to understand what is happening to them and to communicate their needs and concerns;
· Children should be able to approach any member of staff within the organisation with personal concerns.
See (Section 6, Anti-Bullying Resouce List) for further useful resources.
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4. Dealing with Incidents of Bullying by Children
Creating an anti-bullying climate that is conducive to equality of opportunity, co-operation and mutual respect for differences can be achieved by, for example by:
· Low Tolerance of Minor Bullying - “Nipping in the bud” the incidents at the earliest sign;
· Never ignoring victims of bullying, always showing an interest/concern;
· Publicly acknowledging the bullied child’s distress;
· Organising quality groups/circles, which allow children to work together to identify their own problems, causes and solutions with sensitive facilitators.
It is important when addressing bullying behaviour by another child to avoid accusations, threats or any responses that will only lead to the child being uncooperative, and silent.
The focus should be on the bullying behaviour rather than the child and where possible the reasons for the behaviour should be explored and dealt with. A clear explanation of the extent of the upset the bullying has caused should be given and encouragement to see the bullied child’s points of view. 
A restorative approach and the use of restorative enquiry and subsequent mediation between those involved can provide an opportunity to meet the needs of all concerned. The child who has been bullied has the chance to say how he or she has been affected. The opportunity is provided for the child doing the bullying to understand the impact of his or her actions and to make amends.
Both the child engaged in bullying behaviour and those who are the target of bullying should then be closely monitored. The times, places and circumstances in which the risk of bullying is greatest should be ascertained and action taken to reduce the risk of recurrence.
Whatever plan of action is implemented, it must be reviewed with regular intervals to ascertain whether actions have been successful by consideration whether the target of bullying now feels safe and whether the bullying behaviour has now ceased. Consideration should also be given to lessons learned in order to constantly review and improve practice.
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5. Cyber bullying
"Cyber bullying is the use of Information Communications Technology (ICT), particularly mobile phones and the internet, deliberately to upset someone else" (Department for Education (DfE) definition).
The development of technology and social media has been experienced by many young people as a positive, productive and creative opportunity that supports socialising and learning. Unfortunately, as mobile phone and internet use has become more common, so has the misuse of this technology to bully.
Cyber bullying is a feature in many children's lives and is an  area of growing concern both among primary and secondary pupils. Raising awareness and tackling bullying must therefore be a priority on the agenda for safeguarding children
Cyber bullying is a form of bullying but some features are different from other forms of bullying. 
· Cyber bullying can happen at any time invading young people's privacy 24/7;
· The audience for bullying can be large and the spread of information is hard to control;
· People who cyber bully may try to remain anonymous which increases the distress level for the target. This anonymity also makes it easier for bystanders to join in without there necessarily being an understanding of how their behaviour is affecting the target;
· Cyber bullying because of its nature can act as evidence.
5.1 The Law 
It is clear that bullying is unacceptable and that it is the duty of the school community to protect its members. The Education and Inspection Act 2006 gives Head Teachers the power 'to such an extent as is reasonable' to regulate the behaviour of pupils when they are off site which can allow incidents of cyberbullying to be dealt with by the school.
Bullying is not a specific criminal offence but laws of harassment and threatening behaviour may apply. The Malicious Communication Acts may also apply. Police should be contacted for further advice in this area.
5.2 Tackling Cyber bullying
The best approach is prevention, which relies initially on identifying someone to coordinate a response. 
There are however five key areas for agencies that work with children and young people to address to put in place an effective prevention plan:
· Understanding and talking about cyber bullying;
· Updating policies and procedures;
· Clarify reporting of incidents and support those who report;
· Promote the positive use of technology;
· Evaluate the impact of prevention activities - e.g. young people and parent/carer satisfaction surveys
Responding to incidents when they occur involves supporting the person being bullied, investigating the incident, working with the person doing the bullying and imposing sanctions. It is also important to consider when there is a child protection issue and when the Police should be involved. 
As mobile phone and internet technology becomes increasingly common, so has the misuse of the technology to bully. Some features of cyber bullying are different from other forms of bullying:
· 24/7 and the invasion of home and personal space;
· The audience can be large and reached rapidly;
· The worry of content resurfacing can make it difficult for targets to move on;
· People who cyber bully may attempt to remain anonymous;
· The profile of the bully and target - it can take place between peers, between generations, involve teachers as targets and bystanders become accessories to bullying by passing on images;
· Some instances are known to be unintentional (something sent as a joke can be deeply upsetting) and there is a lack of awareness of the consequences
Many cyber bullying incidents can themselves act as evidence - it is important then to know how to respond.
Service providers can be contacted. Mobile phone companies have nuisance call centres and procedures to deal with such instances. Calls can also be barred or numbers changed. Social networking sites and chat rooms also have procedures in place for reporting incidents and removing inappropriate content from the public domain.
5.3 Response to cyber bullying incidents
Key steps to manage incidents are for the agency (with parents and young people) to:
a. Support the person being bullied by:
· advising them to keep relevant evidence;
· help them prevent it happening again ( e.g, change of contact details);
· advise them not to retaliate or return the message;
· assess what information is in the public domain
b. Take action to contain the incident when content has been circulated by:
· Asking those responsible to remove the content;
· Keeping a record of the bullying as evidence if needed;
· Reporting to the host ( e.g., the social networking site) to get the content taken down (see E Safety Guidance for contacts)
· Use measures to confiscate phones that are used to cyber bully (for schools);
· Contact the police in cases of illegal content
c. Work with the bully 
For staff working with young people factors to consider in the work they undertake with the young person who has bullied should include the impact on the victim, the way the material was circulated as well as the content, the motivation of the bully (whether the incident was unintentional or retaliation for behaviour by others).
(see Section 6, Anti-Bullying Resource List) for further E Safety tips)
For more support on cyber bullying or e-safety contact Simon Aston e-safety officer for Northamptonshire County Council 01604 366504  or SAston@nothmaptonshire.gov.uk
6. Anti-Bullying Resource List
6.1 Bullying
Gov.uk website
The Gov.uk website has advice on reporting bullying and information about the law and definitions of bullying.
1. Bullying at school - Gov.uk website
Children with learning disabilities
The Don't Stick It website helps all children and young people understand that nearly all children with a learning disability are bullied and this is not right.
1. Don’t Stick It
Free Department for Education resources
Download the department's booklets on bullying.
1. Preventing bullying - Gov.uk website
More information for authorities and parents
· e-Safety Week – Information about cyber-bullying
· eSafe Education
· Child Exploitation and Online Protection Centre
· Teenage relationship abuse - Home Office website
6.2 Cyber bullying E Safety tips
E Safety "10 Top Tips for Children and Young People"
1. Treat your password like your toothbrush - keep it to yourself
2. Only give your mobile number or personal website address to trusted friends
3. Block the bully - learn to block or report someone who is behaving badly
4. Save the evidence - learn how to keep records of offending text messages, pictures or online conversations
5. Don't retaliate or reply
6. Check your profile and make sure it doesn't include any personal information
7. Always respect others - be careful what you say online and what images you send
8. Think before you send - whatever you send can be made public very quickly and could stay online forever
9. Look out for your friends - and do something if you think they are at risk
10. Tell your parent, carer or a teacher if something or someone makes you feel uncomfortable or worried
"E Safety 10 Top Tips " for People who work with Children
1. Do you have a person social networking site? If you do, check it now- is it set to private? If it isn't, change it now
2. Never share your personal website details with any child or young person you meet through this centre, no matter how old they are
3. If a child or young person has already accessed your personal website, inform your line manager now
4. Never use your personal digital camera or mobile phone to take photographs on trips or outings
5. Never store photographs of children and young people in your care or from this centre on your personal computer or laptop,
6. Do not give your personal contact details, whether e mail address or mobile phone numbers, to any child or young person in your care or from this centre
7. Never use your personal mobile phone to contact or text a child or young person from this centre
8. Only use equipment such as mobile phones or laptops provided by the Council to communicate with children and young people for professional reasons and in accordance with your premises policies
9. Make sure you know and fully understand the Acceptable Use Policy in this centre
10. Do not assume `It could never happen to me'
"E Safety 10 Top Tips" for Teachers & Schools
1. Update the school's Anti-Bullying policy to include cyber bullying
2. Ensure that you know what the school's Acceptable Use Policy is
3. Publicise the school's Anti-Bullying and Acceptable Use policies widely so that pupils and their parents and carers are aware of them
4. Provide and publicise different ways of reporting incidents of Cyber Bullying
5. Keep good records of and take all incidents of Cyber Bullying seriously
6. Explore ways of using technology with pupils to support self esteem, assertiveness, participation and to develop friendships
7. Do not give your personal contact details, e mail address or mobile phone numbers, to children and young people
8. Do not use the internet, including social networking sites, or mobile phones, i.e. text messaging, to send personal messages to any child or young person
9. Only use equipment such as mobile phones provided by your school to communicate with children and young people for professional reasons and in accordance with school policies
10. Set your personal websites to private so that the children and young people you teach are unable to access private information about you.

Further Information
The following external websites provide further information and guidance. They are regularly updated.
· www.ceop.co.uk (for parents/carers and adults)
· www.iwf.org.uk (for reporting illegal images and content)
· www.thinkuknow.co.uk (for all children and young people and their parents/carers. It also links with the CEOP (Child Exploitation and On-Line Protection Centre).
· www.netsmartzkids.org (for ages 5-17)
· www.kidsmart.org.uk (all under 11)
· www.phonebrian.org.uk (for year 5 - year 8)
· www.bbc.co.uk/cbbc/help/safesurfing (for year 3/4)
· www.hectorsworld.com (for year 1 and 2 and is part of the thinkuknow website)
· www.teachernet.gov.uk (for schools and settings)
· www.dcsf.gov.uk (for adults)

image1.wmf

